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different for each sector. 

o Given how technical the data standards are, it will be important for the regulations, data 
standards, accreditation systems and registry to be developed in close collaboration (as 
previously discussed). This will be more difficult if the data standards are developed in each 
sector.  

We also considered whether the data standards should be made by an entity outside government.  

Analysis – compliance and enforcement for the CDR system to be carried out by the Commerce 
Commission  

We consider that the agency best placed to carry out the compliance and enforcement functions for 
the CDR system is the administering department.  

This is consistent with guidance from the Cabinet Manual which states that “a decision to assign 
government activity or function to a Crown entity indicates that the function should be carried out at 
“arm’s length” from the government.”  

We consider that the CDR functions are a good fit with MBIE’s functions – the likely administering 
agency. MBIE has a focus on service delivery and the ease of doing business. MBIE’s functions also 
have links to consumer protection and support for small businesses.  

While our preference for the compliance and enforcement regulator is the administering 
department, another option for the compliance and enforcement agency is the Commerce 
Commission, which is a strong regulator with a competition and consumer focus. However, this will 
increase the complexity of the regime and add functions to the Commission that go beyond their 
existing expertise, adding overall costs to the regime.  

We note that the CDR enforcement agency would not deal with enforcement of privacy issues. These 
would fall under the jurisdiction of the Privacy Commissioner. A memorandum of understanding 
between the two agencies will likely be required to provide clarity to the sector about the respective 
roles of the agencies. 

The full set of obligations under the Privacy Act will apply to data holders and data recipients. The 
Privacy Commissioner will be able to exercise all their existing functions and powers in relation to 
persons participating in CDR. The Bill will state this for the avoidance of doubt. 

Analysis: consumer redress function to be carried out by the Office of the Privacy Commissioner 

Consumers need to have avenues to resolve complaints and disputes about CDR that remain 
unresolved despite complaining to the data holder or data recipient. 

This will be important to build and maintain trust in the CDR regime. A mechanism for redress for 
consumers will further promote confidence and informed participation in the CDR by consumers, and 
encourage fairness, honesty and professionalism by the parties providing CDR services. A redress 
system will also provide a mechanism, alongside the compliance and enforcement function, to 
address and reduce systemic risks and improve industry standards of conduct. 

Most of the complaints that consumers will have about the CDR are likely to be privacy related. That 
is, consumers will be most concerned about consent to data being shared, and how their information 
is collected, used, disclosed, and stored. 

The consumer redress function in relation to personal information could be provided by the Privacy 
Commissioner and Human Rights Review Tribunal (HRRT), using their existing powers, processes and 
functions.  These powers will not change but be extended to the CDR set of privacy-related 
obligations. The Privacy Commissioner and the enforcement agency will have overlapping jurisdiction 
over some of the same provisions, though they will only be involved in their respective areas. For 
example, the Privacy Commissioner would concern itself with breaches of personal information and 
the enforcement agency with aspects regarding the integrity of the CDR rules and system as a whole. 
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We consider the best option is that consumers be able to go to the Privacy Commissioner for privacy-
related breaches of the CDR obligations. These are obligations that prescriptively state how 
information must be used, collected, disclosed or stored in the specific context of CDR, over and 
above the obligations in the Privacy Act 2020. 

This proposal is consistent with the principle that privacy issues should go to the Privacy 
Commissioner, regardless of the way in which information flows (letter, email, CDR system). The 
proposal does not impose additional costs on businesses to be part of a disputes resolution scheme 
(unless this were separately levied). It also maintains the current focus of the Privacy Commissioner 
(and HRRT) on individual privacy rights. 

One way this could be implemented would be to provide that Part 5 of the Privacy Act (complaints, 
investigations and proceedings) applies to breaches of certain CDR obligations as if they were 
breaches of relevant information privacy principles. This is analogous to section 22F(4) of the Health 
Act  

The powers, processes and remedies available to the Privacy Commissioner will not change – they 
will remain the same and be extended to a different set of privacy-related obligations. For example, 
the Privacy Commissioner will not issue infringement notices under the CDR Act. 

It is the case that the Privacy Commissioner and enforcement agency will have overlapping 
jurisdiction over some of the same provisions. However, the enforcement agency would be 
concerned about such breaches in the context of protecting the integrity of the CDR system and 
ensuring that CDR participants are following the rules of the CDR system, rather than on privacy 
implications of those obligations. 

For example, take an obligation to get consent from consumers in the form specified by CDR data 
standards. A breach of this requirement may be of interest to the enforcement agency where a 
failure in the data recipient’s systems for obtaining consents threatens the integrity of the CDR 
system. It would also be of interest to the Privacy Commissioner where there are specific privacy 
implications for individual consumers. 

We anticipate that the CDR enforcement agency will not seek to resolve individual privacy 
complaints. Such complaints will be referred to the Privacy Commissioner. Similarly, patterns of 
misconduct would be reported to the enforcement agency by the Privacy Commissioner. A 
memorandum of understanding between the enforcement agency and the Privacy Commissioner will 
likely be required to provide clarity to the sector about the respective roles of the agencies. 

The Privacy Commissioner will not deal with complaints from legal entities, such as companies. 
Neither will it deal with non-privacy related breaches of the CDR. These will be dealt with by the CDR 
enforcement agency or by existing redress mechanisms in the industry. 

Two alternative institutional arrangements for providing consumer redress in relation to CDR privacy 
breaches were considered: 

o A new centralised disputes resolution scheme: Under this option, a new disputes resolution 
scheme would be established with jurisdiction over breaches of CDR obligations across all 
designated sectors. Like the Privacy Commissioner, this would provide a centre of expertise for 
dealing with CDR complaints and reduce potential ‘forum shopping’ compared to a more 
dispersed disputes resolution scheme. However, establishing a new scheme would likely create 
confusion for consumers as to whether they should refer their disputes to existing industry 
dispute resolution schemes, the Privacy Commissioner or the new scheme. A new scheme is 
also likely to be much more expensive than using existing consumer redress arrangements. 

o Using existing industry dispute resolution schemes: Under this option, data holders and data 
recipients would be required to be members of an approved external independent dispute 
resolution scheme. This could include one of the many industry-specific dispute resolution 
schemes that already exist, such as the Banking Ombudsman and other financial services 
schemes and Utilities Disputes Limited. As these arrangements tend to be less formal than 
Privacy Act processes, this option may be more efficient and accessible. However, many of 
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