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Focus on cost not value 
The proposed approach, driven by an almost exclusive focus on merchant costs, understates 
the value of electronic payments to New Zealand merchants and the broader economy. 
There are an increasing number of participants in the ecosystem, all of whom have a role to 
play in delivering safe, secure and seamless payments to merchants and cardholders.  
 

Merchant Service Fees (MSF), which of course include interchange, play a vital role in the 
payments ecosystem. MSF is what merchants are charged to accept payment, while the 
interchange element helps subsidise the value that issuers that provide in products to end 
consumers or small business owners.  
 
To understand the costs of any form of payment, it is important to account for the value 
derived from different options. In the case of electronic payments, both paying by card and 
accepting cards provides tremendous benefits to participants and to the wider economy.  
 
For the economy: 
The benefits of increasing the proportion of electronic payments in the economy include:  

 Greater access to global markets – New Zealand businesses and consumers can 
easily trade with anyone around the world  

 Facilitating government services – Electronic payments are used around the world 
to deliver services like public transport ticketing, digital Identification and disaster 
recovery 

 Supporting the tourism sector – Being able to pay by card improves tourist 
experience and enhances New Zealand’s reputation as a tourist-friendly destination, 
supporting the ongoing growth of this critical sector 

 Reducing the shadow economy – Electronic payments increase transparency and 
traceability in the economy, reducing tax avoidance and criminality. As a result this 
increases government revenues. 

 
For consumers: 

 Safety and security – Interchange covers some cost of fraud protection, so 
cardholders are protected in the event of a fraudulent transaction. For example, in 
the event of a stolen card, Mastercard cardholders are protected from fraud or 
unauthorized transactions under Mastercard’s Zero Liability Policy as long as they 
have not contributed to the fraud. Continued investment in EMV chip technology 
has also enhanced the anti-fraud capability of cards, adding an extra layer of 
protection not possible with magnetic stripe cards.  

 Flexibility – Not only does interchange allow businesses to accept cards, in the case 
of credit cards it pays for quantifiable items like fraud mitigation and interest-free 
days.  

 Convenience – Payments also allow consumers to access money whenever and 
wherever they want, whether in-person, online or in-app. Innovations like 
contactless and mobile payments would not have been possible without investment 
by payment schemes and the banks.  
 

For businesses:  

 Peace of mind – Merchants who accept contactless transactions in a face-to-face 
environment, or transactions verified by 3DS2.0 in an online environment are 
protected by the cost of any subsequent fraud. By accepting tokenised transactions, 
merchants benefit from lifecycle management – expiring card details especially for 
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recurring transaction or subscription services has historically been a pain point for 
merchants. 

 Guaranteed payment – Electronic payments are made directly to a business’ bank 
account, reducing the risk of theft or loss that comes with cash. Without cards, 
retailers would have to provide customer accounts, at a cost which would far 
exceed that of interchange; or simply refuse certain transactions.  

 Reduced administrative costs – Accepting cards reduces the significant costs 
associated with counting, safeguarding and transporting cash, limiting the losses 
that occur when cash received is lost or stolen. The cost of cash is estimated to be 
2.3 per cent, comparable to interchange or a merchant service fee.3 

 Faster acceptance - In-store, face-to-face innovations like contactless payments 
enhance customer and merchant experiences, particularly in high-traffic segments 
where fast transaction times are important. Contactless payments are up to ten 
times faster than cash and ‘Chip and PIN’ (dipped) card transactions4, which reduces 
queuing and transaction times. 

 Boosted sales – Studies show that consumers spend more when they use cards and 
businesses make more money when they accept cards:  

o Debit and credit transactions are between two and six times larger than 
cash purchases5 

o Premium credit products result in larger transactions 
o New Zealand merchants are the main beneficiaries from overseas visitors 

using their cards, with incremental sales generated through a combination 
of larger transactions and the ability to accept larger, cross-border and card-
not-present transactions.  

 
While the Issues Paper references the impact of COVID-19 on business costs, it fails to 
acknowledge the importance electronic payments - particularly online payments - have 
played maintaining business activity during lockdown. Analysis by the New Zealand Post 
states:  

 
“After a small decline at the start of lockdown, overall online sales saw a huge 
increase during Alert Levels 4 and 3.” 
 
“Online spend peaked in late April as the country moved to Level 3. On that week 
shoppers could finally have their ‘non-essentials’ purchases delivered, driving spend 
to 105% of the same week a year earlier. $1 in every $4 spent that week through 
New Zealand was online!”6 
 

Once New Zealand moved out of Level 4 lockdown, innovations in payment acceptance 
allowed New Zealand businesses to continue to trade in a manner safer to both customers 
and staff. Examples of this include Burger Burger introducing QR codes to allow customers 
to order and pay at their table, and the increased use of ordering apps such as Regulr to 
allow customers to order and pay contactlessly via an app.  
 
The New Zealand payments market has evolved significantly over the past few years. New 
entrants, technologies, payment options and the introduction of new products and 
innovations by companies like Mastercard are proof of a competitive, dynamic sector that 
needs a regulatory framework to promote this evolution rather than inhibit it. 

                                                           
3 Peter T Dunn & Company, Illustrating the Value Provided by Electronic Payment Products, New Zealand  April 2016 p.4 
4 See Deloitte, Contactless Payments Technology: Catching the New Wave, pp. 6-9 
5 ibid 
6 NZ Post eCommerce Spotlight. The Covid-19 Special Edition July 2020 https://thefulldownload.co.nz/covid-spotlight 
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Exclusion of safety and security: 
 
There is no area where cost versus value is more acute than safety and security. Numerous 
recent public and private sector breaches provide a timely reminder of the devastating 
impact of purely cost-based security decisions. 
 
The rollout of the 5G network, advances in artificial intelligence (AI) and the development of 
the Internet of Things (IoT) will result in a different payments landscape than exists today. 
While card-not-present transactions will continue to grow, “person not present” 
transactions – for example, those that allow a fridge to order more milk will increase 
pressure on domestic-only systems that are systemically underfunded. Electronic payments 
are playing a critical role in the digital transformation of the economy.  
 
Our more connected, digitised world also poses cybersecurity challenges. The shift to online 
payments has significantly increased the risk of fraud and data theft for consumers. Threats 
to consumer information, and the potential for payments fraud against retailers, can occur 
at more points in the transaction flow as transactions become more complex. CERT NZ 
reports that cyber security incidents were up 33 per cent in Q3 2020 compared to Q2, with 
$6.3 million in direct financial loss reported.  
 
A comprehensive approach to managing these risks is vital and it must focus on approval, 
security and, importantly, the consumer experience. The nature of the threat is different 
through the consumer and retailer journey. Mastercard is at the forefront of preventing 
fraud in all its forms and maintaining system security and resilience. By using biometrics, 
data and tools like AI and machine learning, Mastercard protects the ecosystem from the 
beginning (e.g. at account log in) through to making the payment and finally, to any disputes 
that may arise. At the same time, we ensure a high-quality consumer experience, resulting 
in more sales for retailers. Mastercard looks at the process from end-to-end in its focus on 
contributing to safety, efficiency and resilience for consumers and merchants in this new 
ecosystem.    
 
It is critical that any proposed regulatory framework does not inhibit the capacity of 
payment system participants to continually invest in a safe, secure, innovative, competitive 
and efficient payments system.  
 
Interchange compensates issuers for investments that they continue to make in improving 
the safety and security of the payments ecosystem. Cyber risks are a fast-evolving space, 
and so this necessary, proactive investment is ongoing – particularly in the card-not-present 
space, where interchange rates are typically higher. In the last 12 months Mastercard – 
along side our issuing and acquiring partners - has invested a huge amount of resource and 
time into implementing the following to continue upgrading the ecosystem for all 
participants:  
 

 Network tokenisation- replaces the original card number with a surrogate value 
called a token, and attaches a cryptogram for each transaction. In the instance of a 
data compromise, no fraudulent transactions can be made using the token. Lifecycle 
management gives real time access to updated account details meaning merchants 
and cardholders will experience fewer false declines7.  

                                                           
7  The removal of card data removes the value of NZ card details - https://www.stuff.co.nz/business/124013101/kiwi-identity-theft-how-much-is-your-identity-worth-on-the-dark-
web 
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revenue, there has not been investment in the technology that runs in the background, 
specifically the switch. In fact, as approved by the previous government, the main banks in 
NZ sold the operator of the switch (Paymark) to a French multinational (recently sold to 
another French multinational). 
 
When comparing other markets, it is important to note EFTPOS in Australia and Interac in 
Canada are schemes (the EFTPOS set of rules, and the main operator of the switch in NZ, are 
not) that operate an interchange model, enabling cost and value to be spread across the 
system. They are also both owned by domestic entities.  
 
The focus of international schemes like Mastercard has been to make their networks more 
secure while also investing in innovation to deliver greater value to customers and end 
users.  As a result, Mastercard products have significant extra functionality and safety 
features. 
 

Mastercard partners with domestic switches and schemes around the world to increase 
security and functionality – for example JCB in Japan leverages our Chip. We are very open 
to engaging in these discussions for NZ.  

 
‘Switch to issuer’ transactions are not always EFTPOS transactions. 
There are a number of ‘switch to issuer’ models: 

 EFTPOS transactions  

 Bilateral relationships between merchants and issuers 

 ‘on-us’ transactions where the issuer and acquirer are the same entity 

 Online transactions where a gateway switches a transaction to an issuer and advises 
the acquirer 

Therefore it would be more accurate to refer to EFTPOS rails and scheme rails. 
 
It is then important to consider who processes that transaction, and what value is delivered 
as a result. If Mastercard switches the transaction we provide:  

 Safety Net – an AI based security monitoring solution that monitors transactions in 
real-time to detect and block fraud on all channels; 

 Any proactive BIN blocking as a result of fraud detected above; 

 Stand-in authorization – this service enables merchants to process the sale even 
when the bank’s system is unavailable, without disrupting the consumer experience, 
and enabling them to continue trading;  

 Decision Intelligence – a network-based risk decision tool that leverages proprietary 
data and machine learning to deliver a score for transactions, passing those risk 
scores to the banks to reduce fraud and minimize false declines;  

 Ethoca – intelligence sharing between banks and merchants on the network and 
helps resolve queries for online transactions before they become disputes or fraud 
claims. Ethoca lowers operational costs for issuers, merchants and acquirers and 
reduces fraud at the source;  

 
In addition, where we switch the transaction, we are able to offer issuers a range of 
additional services to their customers including for example: 

 Mobile payments – as these are tokenised transactions and require the scheme 
switch to detokenise; 

 Card controls (spend limits, turning on/off certain types of transactions e.g. cross 
border, card block etc.); 
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New Acquirers 
On the acquiring side of the business, complexities in the domestic processing space are also 
limiting new entrants and their speed to market. Many of these acquirers have a strong 
focus on innovation and improved merchant and consumer experience. It is more 
difficult for these acquirers to compete for card-present transactions, compared to other 
markets, as access to and the complexity of an additional switch and ongoing compliance to 
processing EFTPOS transactions is a barrier to entry.   

 

The issues outlined highlight the real potential that the proposed regulatory framework, 
focusing almost exclusively on the cost of acceptance for merchants, will simply lead to a 
‘race to the bottom’, inhibiting competition, innovation, security and resilience. This appears 
to be inconsistent with the Government’s commitment to increase competition in financial 
services. 

 

We know that smaller players and new entrants have limited bandwidth and resources to 
respond to consultations, if they are aware of them at all. We hope that as part of the 
consultative process, government is able to engage with these new market entrants and 
consider their perspectives.  

 

Innovation 

The consultation document refers to the fact that much of the payments innovation is 
happening on the back of scheme cards – we are hugely proud of the work we have done 
with our partners to deliver customer experiences: from contactless through to mobile 
payments, tap on phone, frictionless online checkout, anywhere reward redemption and 
open-loop BNPL. This innovation has been enabled by our significant investments into our 
own technology products and services, but also by interchange which has supported the 
investment by issuers to bring them to market, and elements of merchant service fee which 
have supported acquirer developments. We are thrilled that NZ consumers 
are adopting these innovations24, and that merchants are increasingly choosing to 
implement them25.   
 

We continue to work with all our market partners to develop propositions that leverage 
different rails. We believe there is an opportunity for new propositions and would always 
expect fair compensation to parties who are delivering value into the system. This is crucial 
for innovation to thrive and new entrants to see NZ as a desirable market.   

 

Real-time account-to-account infrastructure  

Card payments represent a small proportion of all electronic transactions in NZ. According 
to PaymentsNZ 2019 stats, for every $1 of card payments, $13.47 of electronic debit and 
credits were made.26 New Zealand is now an outlier amongst the OECD for not having a real-
time domestic payments infrastructure. A real-time infrastructure which importantly offers 
more than just speed (e.g. real-time fraud protection, enhanced data, directory services, 
etc.) is able to provide much more base functionality which could then be leveraged for 
innovative new retail payment propositions, with different business models. As the 

                                                           
24 Contactless, mobile and ecommerce transactions have all increased over the last 12 months 
25 December data from Payments NZ shows that number of contactless terminals has increased 37.3% YOY, and continues to increase every month 
26 https://www.paymentsnz.co.nz/resources/articles/new-zealand-payments-stats-2019-in-review/ 
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becoming the preferred one for cardholders to use. The higher cost of accepting American 
Express cards saw merchants paying more despite regulation intended to reduce their costs.  

The Reserve Bank of Australia ultimately amended its regulations to cover companion 
cards27.  This highlights the vital need for regulation in a highly competitive business to be 
carefully considered and applied with great attention to consistency.   

  
Additionally, unregulated new market entrants such as BNPL services already charge 
significantly higher fees to merchants compared to scheme cards. Therefore, if the objective 
of the regulation is to reduce merchant service fees, the consultation should consider all 
retail payment options as being in scope for regulation. 
 
In the United States of America debit interchange rates were capped in 2011 under the 
Durbin Amendment (as part of the Dodd-Frank Act) with the aim of reducing costs for 
merchants and consumers. Instead, this led to increased banking costs through higher 
deposit fees28 and the introduction of annual debit card fees.29  Few merchants were found 
to have reduced prices or debit restrictions as their debit cost acceptance decreased.30 
 
In the United Kingdom, MSF for merchants with £50M turnover or under hasn’t changed 

since 201631 despite regulation designed to reduce the cost. 
 
In Europe we have seen the cost of transactional banking increase for consumers, and the 
choice of cards diminish32. 

 
Following implementation of the interchange caps, European issuers responded promptly by 
reducing their rewards value, rationalising their product set and relying more on fees to 
drive product revenues. Research conducted by First Annapolis Consulting33  observed the 
following: 

 Higher annual fees – in major markets such as France, Spain, Italy and 
Portugal, almost half of the top five to six issuers have raised their annual 
card fees. In Spain, the average increase in annual fees was as high as 26%. 
In Germany, several large, well known issuers are now charging on average 
20% more than they did at the beginning of 2016. 

 Increased APRs – issuers in Portugal, Poland and Italy have increased their 
APRs by 30, 100 and 131 basis points respectively. 

 Less generous rewards programs – Czech bank Ceska Sporitelna eliminated 
its 1% cash back on credit card purchases except for e-commerce and 
foreign purchases, and Raffeisen has reduced its monthly cash back rewards 
on premium cards from CZK 1,000 to CZK 250. 

                                                           
27 https://www.rba.gov.au/payments-and-infrastructure/review-of-card-payments-regulation/q-and-a/card-payments-regulation-qa-conclusions-paper.html#interchange-fees-q9 
28 Kay, B., Manuszak, M., Vojtech, C. (2013) ‘Bank Profitability and Debit Card Interchange Regulation: Bank Responses to the Durbin Amendment’, Federal Reserve 

Bank of Boston, p. 5 

29 McGinnis, P. (2013) Misguided Regulation of Interchange Fees: The Consumer Impact of the Durbin Amendment , Loyola Consumer Law Review, vol. 25, no. 2, p.306 

30 Study conducted by the Federal Reserve Bank of Richmond and Javelin Strategy & Research, found in Mitchell, N., Schwartz, S., Wang, Z. (2014) The Impact of the Durbin 

Amendment on Merchants: A Survey Study , Economic Quarterly, vol. 100, no. 3, p.184 

31 https://www.psr.org.uk/publications/market/mr18-1-7-annex-2-pass-through-analysis-card-acquiring-market-review/ 
32 https://edgardunn.com/wp-content/uploads/2020/01/Interchange-Fee-Regulation-Impact-Study-Executive-Summary-EDC.pdf 
 
33 Data sourced from First Annapolis Consulting European Card Research 2016. See: http://www.paymentscardsandmobile.com/six-months-interchange-regulation-card-products-

changed/ 








