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Monday 5 October 2020  
 
Consumer Data Right Project Team 
Commerce, Consumers and Communications 
Ministry of Business, Innovation & Employment 
PO Box 1473 
Wellington 6140 
 
By email: consumerdataright@mbie.govt.nz 
 
Submission: Options for establishing a consumer data right in New Zealand 
 
This submission on the Ministry of Business, Innovation and Employment (MBIE) discussion 
document, Options for establishing a consumer data right in New Zealand, August 2020 (the 
Document) is from the Financial Services Council of New Zealand Incorporated (FSC). 
 
The FSC is a non-profit member organisation and the voice of the financial services sector in New 
Zealand. Our 77 members comprise 95% of the life insurance market in New Zealand and manage 
funds of more than $83bn. Members include the major insurers in life, disability and income 
insurance, fund managers, KiwiSaver and workplace savings schemes (including restricted schemes), 
professional service providers, and technology providers to the financial services sector. 
 
Our submission has been developed through consultation with FSC members and represents the 
views of our members and our industry. We acknowledge the time and input of our members in 
contributing to this submission. 
 
The FSC’s guiding vision is to be the voice of New Zealand’s financial services industry and we 
strongly support initiatives that are designed to deliver: 
• strong and sustainable customer outcomes 
• sustainability of the financial services sector 
• increasing professionalism and trust of the industry. 
 
We welcome the opportunity to provide feedback on options for establishing a consumer data right 
(CDR) in New Zealand. The FSC and its members are supportive of the desired outcomes of consumer 
welfare and economic development that MBIE sets out as the drivers for a CDR. However, further 
foundational work is needed, to help clarify the specific issues that need addressing.  
 
At the outset, we consider it critical to define the fundamental objectives of a CDR, including, but not 
limited to, a clear definition of client data and establishing who are the primary holders of data 
where that information is required across several sectors, for example health information used by 
insurers. There are overarching concerns in relation to costs which can be largely alleviated if the 
CDR framework is well considered and consulted with sufficient implementation timeframes. There 
are risks and benefits for each of the proposed options in the Document and as such, we encourage 
further analysis, evidence gathering, continued consultation and discussions with all sectors. This is 
especially important given that overseas, similar CDR initiatives have required significant industry 
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cost and resource to implement, and considerable implementation challenges, with the benefits still 
yet to be evidenced on a large scale.  
 
We welcome continued discussions.  
 
I can be contacted on  to discuss any element of our 
submission. 
 
Yours sincerely 
 
 
Richard Klipin 
Chief Executive Officer 
Financial Services Council of New Zealand
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benefits, but it would also allow New Zealand to strengthen data governance frameworks 
and provide data owners/consumers with an enhanced sense of control over who holds their 
data and how it is used. Businesses will be encouraged to create new products and business 
models that would further enhance customer experience and availability of options. 

In the insurance industry, a CDR has the potential to provide enhanced transparency, which 
may serve to demystify aspects of the insurance application and assessment process. This 
could lead to reduced complaints and improved levels of consumer trust in the industry. 

Risks: 

There is a risk to consumers that they provide permissions without understanding that they 
are enabling third parties to access CDR data, particularly where the conduct of the third 
party itself may be subject to limited regulation (please refer to our comment on question 1 
above regarding possible accreditation). This presents further risks of poor customer 
outcomes and possible data breaches through the third parties use of consumer data. 
Minimum technical and security standards for third parties (including the obtaining and 
revoking of consent) and involvement in data sharing must be agreed and set prior to the 
implementation of a CDR.  

Whilst the Privacy Act 2020 should address issues of liability for data breaches where a third 
party data loss occurs, there is the potential for associated brand reputation damage and 
loss of consumer trust, not only in the providers but also in a CDR. A public awareness and 
education component of any CDR model is vital to ensuring its success.  

A CDR may encourage consumers to frequently replace life insurance products. The risks to 
consumers of switching an existing policy to a new policy were set out in detail in the 2016 
Financial Markets Authority Paper “Replacing life insurance – who benefits?”2 It was noted 
that “a consumer does not need to have a bad experience to be harmed. They are buying the 
transfer of risk, and the harm is the difference in risk transferred because of poor financial 
advice.” 

 
2 “When a consumer switches from an existing policy to a new policy, they may gain some benefits (such as a 
reduced premium), but they may also lose some benefits. If the change is not in the best interests of a 
consumer, then this harms them. Examples of possible changes, and how these could harm a consumer, 
include:  

• different policy exclusions (a consumer could have a medical condition that is excluded from the new 
policy)  

• differences in cover (a consumer may have a medical history of heart disease, but the new policy has 
less coronary cover)  

• a change in premium (a consumer may end up paying for insurance they don’t need, or may pay 
lower premiums in the short term but higher premiums in the long term)  

• a difference in the financial stability of the new insurer or reinsurer (a consumer may end up paying 
higher premiums, or find it harder to make claims)  

• a difference in customer experience, service or claims processes (a consumer may find it harder to 
deal with their new insurer).” 
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Other comments 

Timeframe 
We recommend a substantial transitional or implementation period of a minimum of two years after 
the possible adoption of a CDR to enable industry time to adapt given the significant cost and 
technical barriers to achieving an effective CDR.  
 
Cost analysis 
We encourage further analysis of the costs for various sectors and entities so this can be a primary 
consideration in progressing a CDR with less risk of costs being transferred to consumers. For some 
of the smaller financial services firms, in addition to the systems costs identified in question 4 of this 
submission, the compliance aspects will not be small, impose further obligations and may be 
disproportionate. As Covid-19 continues to put a strain on the economy and resources, consideration 
will also need to be given to ensuring there is sufficient capacity to continue the progression of a 
CDR.  
 




